Privacy Notice

01.09.2024

When you visit a website, register for a service, handle
contracts, or interact with us in other ways, personal
data is processed. This happens both automatically
(e.g. your IP address) and when you actively provide
data (e.g. when you place an order). The General Data
Protection Regulation (GDPR) requires us to inform you
about this processing. For example, you should know
what purposes we pursue, how long your information
is stored, which legal basis the processing is based on,
and which recipients of data there may be. This is what
this privacy policy is about.

Verantwortlich fiir die Datenverarbeitung ist
grundsatzlich die Zeitverlag Gerd Bucerius GmbH & Co.
KG, Buceriusstrafle, Eingang Speersort 1, 20095
Hamburg. Weitere Angaben zum Unternehmen sowie
Kontaktmoglichkeiten finden Sie am Ende der
Datenschutzerklarung.



Companies of the ZEIT publishing group

The ZEIT publishing group includes the following companies:
Zeitverlag Gerd Bucerius GmbH & Co. KG, ZEIT Online GmbH, ZEIT
Digital GmbH, ZEIT Sprachen GmbH, ZEIT Akademie GmbH, Studio ZX
GmbH, ZEIT Weltkunst Verlag GmbH, academics GmbH, Good Jobs
GmbH, and e-fellows.net GmbH & Co. KG.

For example, we offer journalistic content, travel, products, seminars,
events, and special offers for subscribers.

Use of the website

Websites have different functions and ways to interact. Sometimes you
can view content or use an online form to contact us. On other pages,
you can register. Depending on the website, the scope of data
processing varies.

Logfiles

When you visit a website, technical usage data (so-called log data) is
processed temporarily. This data is transmitted by your browser and
includes, among other things, your computer’s IP address, the client
request (file name and URL), the HTTP response code, and the website
from which you came to our website.

The data processing described is permitted to protect legitimate
interests (Art. 6(1)(f) GDPR). We depend on achieving the greatest
possible reach for our companies and content. Operating a website is
essential for this. The processing happens automatically and cannot be
prevented. It is technically necessary in order to access a website.



The log data is deleted or anonymized as soon as it is no longer needed.

Data processing on end devices

When you access the website, a so-called consent banner appears with
information about data processing on your end device. There you will
find details about the services we use and the cookies that are set.
Cookies are small text files that are stored on your end device when
you visit a website. Cookies are used to store information related to a
website locally on your computer for a certain period of time and to
transmit it back to a server upon request. This can serve different
purposes.

Some of the data processing that takes place is legally permitted for
providing the website (§ 25(2) TDDDG). This includes setting cookies
that are strictly necessary for certain actions to work. Some processing
only takes place if you have given your consent (Art. 6(1)(a) GDPR, §
25(1) TDDDG). In the consent banner, you can agree to or refuse
specific types of processing. You are not required to consent to the data
processing options offered. However, you cannot prevent the
technically necessary processing, as the website’s functionality could
otherwise not be ensured.

Detailed information about the services used, the purposes of
processing, the storage period, and other conditions can be found in
the consent banner and in the following paragraphs.

Functionality, analytics, and performance

Um unsere Angebote zu verbessern, analysieren wir die Nutzung
unserer Website. Dazu verwenden wir Tools, die jeweils
unterschiedliche Daten erheben und fiir uns auswerten. Dies geschieht
teilweise durch auf Threm Endgerat abgelegte Cookies und andere
Technologien. Anhand der entstehenden Statistiken und Reports



konnen wir sehen, welche Inhalte besonders beliebt sind, welche
Unterseiten wann aufgerufen werden und ob es technische Probleme
gibt. Welche Tools eingebunden sind, ergibt sich aus dem Consent-
Banner.

Die stattfindende Datenverarbeitung ist von Ihrer Einwilligung
abhangig (Art. 6 Abs. 1 a) DSGVO). Das gleiche gilt fiir die Speicherung
von Informationen auf Threm Endgerit und den Zugriff auf
Informationen, die bereits gespeichert sind (§ 25 Abs. 1 TDDDG). Sie
konnen im Consent-Banner auswahlen, ob Sie die Verarbeitung fiir
einen bestimmten Zweck insgesamt zulassen oder konkret einzelne
Dienste auswéhlen. Die Bereitstellung Ihrer Daten ist freiwillig und hat
keine Auswirkung auf die Nutzung unserer Websites und Produkte.

Informationen zu den einzelnen Tools und der konkreten Verarbeitung
(insbesondere Name des Anbieters, Datenkategorien, Zweck,
Speicherdauer) finden Sie im Consent-Banner.

Marketing Measures

We ourselves depend on advertising our services on the internet. We
use various forms of personalised advertising to reach you and other
potential customers directly. For this purpose, we use different
tracking tools to track online activities across different websites and
link them together. The processing is carried out using technologies
such as cookies, pixels, or scripts and includes information about
which pages you visit and for how long, which offers you view, which
device and operating system you use, and your approximate
geographical location (which can be determined based on the IP
address). The data is linked with other information to create a
meaningful profile. This helps us better understand who you are and
what interests you have. The collected information is used to show you
personalised advertising. This means that you may see ads on our
websites and on those of other providers that are tailored to your
interests, preferences, and previous activities. Personalised advertising



increases the likelihood that you click on our ads and use our services.
We can also offer our advertising customers better opportunities to
present their products or services to a relevant target group.

The processing described only takes place if you have given your
consent via the consent banner (Art. 6(1)(a) GDPR, Section 25(1)
TDDDG). Providing your data for the purpose described is voluntary.

You can find information about the individual tools and the specific
processing (in particular the name of the provider, data categories,
purpose, storage period) in the consent banner.

Third-Party Content, Features and Services

Various external media from third-party providers are embedded on
our website (e.g. videos, audio recordings, interactive maps, or social
media posts). Due to this embedding (e.g. via HTML or JavaScript),
your browser is instructed to establish a connection to the server of
the respective third-party provider. This results in data being
transmitted (at least the IP address, but also the referrer URL) and,
where applicable, information being stored on or read from your
device. The third-party provider may, under certain circumstances (in
particular if you are actively logged in there), link this information
with data about you that it has already stored. In this way, it may
receive very detailed information about your interests outside its own
platform.

If, when accessing the external media and content, the linking
described above of personal data takes place, the processing depends
on your consent (Art. 6(1)(a) GDPR and Section 25(1) TDDDG). You are
free to allow this. However, if you do not agree to the processing, you
cannot use the corresponding external media and content (and, for
example, cannot watch a video embedded on our site). Not all third-
party providers link personal data. If, for the embedding, only usage
data that is technically necessary is processed, the processing is



permitted to safeguard our legitimate business interests (Art. 6(1)(f)
GDPR and Section 25(2) TDDDG).

You can find information about the individual tools and the specific
processing (in particular the name of the provider, data categories,
purpose, storage period) in the consent banner.

Consent Management Platform

To control data processing on the website in compliance with data
protection law, we use a consent banner to obtain consent. We store
the settings you have chosen by placing cookies.

The data processing that takes place on your device is permitted or
necessary to safeguard our legitimate interests and to provide our
service (Art. 6(1)(f) GDPR, Section 25(2) No. 2 TDDDG). In order to
operate our website in compliance with data protection law, we must
electronically document whether consent has been given and whether
it has been withdrawn. Otherwise, in case of doubt, we may not be
able to prove that you have consented to certain processing
operations. In this respect, the data processing is necessary in order to
use our website.

The cookies used to store your settings are stored until you withdraw
your consent.

Requests via the Website

Wir bieten unterschiedliche Moglichkeiten zur Kontaktaufnahme an
(z.B. Online-Kontaktformular, E-Mail-Adresse). Die von Ihnen
Ubermittelten Daten verarbeiten wir zur Beantwortung Ihrer Anfrage.

Die Datenverarbeitung im (vor)vertraglichen Kontext ist gesetzlich
erlaubt (Art. 6 Abs. 1 b) DSGVO). Die Bereitstellung Ihrer



personenbezogenen Daten ist dabei erforderlich, um mit uns zu
kommunizieren.

Nach Abschluss der Kommunikation speichern wir Ihre Daten fiir die
Dauer von 6 Monaten. Falls Sie sich bei uns registrieren oder es zu
einer anderen Art des weiteren Kontakts kommt, werden Ihre Daten
weiterhin gespeichert und erst nach Ablauf der geltenden gesetzlichen
Aufbewahrungspflichten geloscht.

Promotions, contracts, and

subscriptions

Die Unternehmen der ZEIT Verlagsgruppe bieten unterschiedliche
Produkte und Leistungen an. Wenn Sie z.B. ein Abo abschliefien, eine
Reise buchen oder an einem Gewinnspiel teilnehmen, werden
unterschiedliche personenbezogene Daten erhoben, genutzt und zur
Vertragsabwicklung an andere Unternehmen weitergegeben.

Gewinnspiele

Wir fuhren regelmiflig Gewinnspiele durch und fragen dabei
verschiedene Daten ab. Diese verarbeiten wir zur Priifung der
Teilnahmeberechtigung, Ermittlung und Benachrichtigung des
Gewinners, Zusendung des Gewinns sowie ggf. zur Veroffentlichung
einer Gewinnerliste.

Die bei der Durchfiihrung eines Gewinnspiels stattfindende
Datenverarbeitung ist gesetzlich gestattet (Art. 6 Abs. 1 b) DSGVO). Bei
der Teilnahme handelt es sich um eine Art Vertrag, fiir dessen
Durchfiihrung die von uns abgefragten Daten erforderlich sind. Wenn
Sie die abgefragten Daten nicht bereitstellen, konnen Sie am
Gewinnspiel nicht teilnehmen.



Thre im Zusammenhang mit unseren Gewinnspielen erhobenen Daten
werden bis zur vollstindigen Abwicklung (Ermittlung und
Benachrichtigung der Gewinner, Zusendung des Gewinns) gespeichert.
Eine dariiber hinausgehende Speicherung kann im Rahmen von
verbundenen Verarbeitungen erfolgen (z.B. Abschluss eines Probe-Abos
oder Anmeldung zu einem Newsletter, wenn dies die Voraussetzung
fiir eine Gewinnspielteilnahme war). Etwaige Veroffentlichungen sind
zeitlich unbeschrankt.

Umfragen

Wir fihren Online-Umfragen durch, um die Qualitit unserer
Leistungen bewerten zu lassen oder um Interessen abzufragen.
Erhoben werden Meinungen und Ansichten, die wir zur Verbesserung
unserer Leistungen auswerten und verwenden. Sofern Gewinne unter
den Umfrageteilnehmern verlost werden, fragen wir zusitzlich ohne
Bezug zu den Umfrageergebnissen Kontaktdaten ab.

Die stattfindende Datenverarbeitung dient der Wahrung unserer
berechtigten Unternehmensinteressen (Art. 6 Abs. 1 f) DSGVO). Wir
mochten die Meinung unserer Kunden bei der Weiterentwicklung
unserer Leistungen berticksichtigen und bendétigen hierfiir moglichst
aussagekriftige Daten. Die Teilnahme an unseren Umfragen ist
freiwillig. Die Angabe von Kontaktdaten ist erforderlich, um bei der
Verlosung eines Gewinns bertiicksichtigt werden zu konnen.

Die anonymisierten Umfrageergebnisse speichern wir zeitlich
unbegrenzt. Nicht-anonymisierbare Daten speichern wir fiir eine Dauer
von 6 Monaten ab Erhebung. Kontaktdaten werden fiir die Dauer ihrer
anschlief}enden Verwendung gespeichert.

Video and Photo Recordings



Wir fertigen Film- und Fotoaufnahmen an, um Geschehnisse zu
dokumentieren und offentlich darzustellen. Die Aufnahmen konnen in
Print- oder Digitalform veroffentlicht werden (z.B. auf Websites oder
sozialen Netzwerken). Dies geschieht zur Darstellung gegeniiber der
Offentlichkeit und zu Werbezwecken.

Falls wir eine entsprechende Erklarung einholen, richtet sich die
Zulassigkeit der Datenverarbeitung nach Ihrer Einwilligung (Art. 6 Abs.
1 a) DSGVO). Insbesondere bei nichtoffentlichen Veranstaltungen oder
der Ablichtung von Minderjahrigen berufen wir uns bei der
Anfertigung und Verwendung von Film- und Fotoaufnahmen nicht auf
das berechtigte Interesse (Art. 6 Abs. 1 f) DSGVO), sondern bitten zuvor
um die Einwilligung der Betroffenen. Diesen steht es in diesen Fallen
frei, sie zu erteilen oder nicht.

Film- und Fotoaufnahmen werden grundsitzlich ohne zeitliche
Begrenzung gespeichert. Soweit sie im Internet veroffentlicht werden,
sind sie dort ebenfalls zeitlich unbegrenzt einsehbar. Im Falle eines
Widerrufs werden die Fotos geloscht, sofern dies technisch moglich ist
und in unserem Einflussbereich liegt.

B2B Contacts

When handling contracts between companies of the ZEIT Publishing
Group and their service providers and customers, personal data of the
respective contact persons or self-employed individuals is processed.
In order to make arrangements and exchange documents, in particular
master data and contact data is processed (name, company affiliation,
email address, telephone number, etc.). Contract and payment data are
also regularly processed.

The lawfulness of this data processing results from the contractual
relationship (Art. 6(1)(b) GDPR) or from our legitimate business
interest (Art. 6(1)(f) GDPR). For coordinating orders and providing
services, it is necessary for our employees to coordinate with you.
When handling business transactions, the processing of personal data



is part of this and is a normal process. It is necessary because
otherwise it would not be possible to perform a contract between you
and/or your employer and the companies of the ZEIT Publishing
Group.

The information generated in the context of projects and business
communication is stored for at least 8 years, as it also constitutes
business data of the ZEIT Publishing Group. This storage also includes
personal data, as it cannot be separated from the content (e.g. emails
sent by you, invoices created, signed contracts).

Marketing Calls
We use your telephone number to inform you about offers and news.

The processing is based on presumed consent (Article 6(1)(a) GDPR,
Section 7(2) No. 1 UWG). Providing your telephone number for
advertising purposes is voluntary.

We store the telephone number for the duration of the cooperation and
beyond that in order to comply with statutory retention obligations.

Communication

Wir nutzen verschiedene Kommunikationskanale, um mit Thnen in
Verbindung zu treten, Mitteilungen entgegenzunehmen oder Thnen
interessante Angebote und Informationen zukommen zu lassen.
Werbliche Ansprache ist wichtig fiir unser Unternehmen, um
wirtschaftlich erfolgreich zu sein. Sie konnen der Nutzung Threr
personenbezogenen Daten zu werblichen Zwecken jederzeit
widersprechen und / oder sich von unseren E-Mail-Newslettern iber
den Abmelde-Link am Ende jedes Newsletters austragen.



Kontakt mit Urhebern

Wir beauftragen regelmiflig externe Autoren mit der Erstellung von
Texten. Da es sich um urheberrechtlich geschiitzte Inhalte handelt,
werden die dabei entstehenden Inhalte und Informationen in einer
speziell dafiir entwickelten Urheberdatenbank gespeichert. Wir
verarbeiten Angaben zu Ihrer Person (Name, Postanschrift,
Kontaktdaten usw.), Vertragsdaten (Dauer, Konditionen, Rechnungen
usw.) sowie Informationen zu den von Ihnen erstellten
urheberrechtlich geschiitzten Werken. Dabei stellen wir stets eine
Verknipfung zwischen Thnen und Ihrer Arbeit her, um den Ursprung
der Texte und die Urheberschaft dokumentieren bzw. nachvollziehen
zu konnen.

Die Zulassigkeit der stattfindenden Datenverarbeitung ergibt sich aus
dem Vertragsverhéaltnis mit Thnen (Art. 6 Abs. 1 b) DSGVO). Sie ist
erforderlich, um Thre Leistungen in Anspruch nehmen zu und Sie
entsprechend bezahlen zu konnen.

Die anfallenden Daten werden zeitlich unbegrenzt gespeichert, um den
Nachweis tiber die eingeraumten Nutzungsrechte fithren zu konnen.
Auflerdem sind wir gesetzlich dazu verpflichtet, Ihnen bestimmte
Informationen zur Verwertung der von Ihnen erstellten Texte
zukommen zu lassen.

B2B Contacts

When handling contracts between companies of the ZEIT Publishing
Group and their service providers and customers, personal data of the
respective contact persons or self-employed individuals is processed.
In order to make arrangements and exchange documents, in particular
master data and contact data is processed (name, company affiliation,
email address, telephone number, etc.). Contract and payment data are
also regularly processed.



The lawfulness of this data processing results from the contractual
relationship (Art. 6(1)(b) GDPR) or from our legitimate business
interest (Art. 6(1)(f) GDPR). For coordinating orders and providing
services, it is necessary for our employees to coordinate with you.
When handling business transactions, the processing of personal data
is part of this and is a normal process. It is necessary because
otherwise it would not be possible to perform a contract between you
and/or your employer and the companies of the ZEIT Publishing
Group.

The information generated in the context of projects and business
communication is stored for at least 8 years, as it also constitutes
business data of the ZEIT Publishing Group. This storage also includes
personal data, as it cannot be separated from the content (e.g. emails
sent by you, invoices created, signed contracts).

Newsletter

We offer various newsletters that you can subscribe to by providing
your email address. You will then receive information about various
offers (from us or from third parties).

Using your email address to send our newsletters depends on your
consent (Art. 6(1)(a) GDPR). Providing your data is voluntary and has
no effect on any contractual relationship you may have with us. If
subscribing to a newsletter is a requirement for participating in a prize
draw or receiving editorial content (e.g. in the form of an eBook),
failure to provide the data means that you cannot participate or will
not receive the content.

Your email address will be stored in our newsletter database for as
long as your consent remains in place. As soon as you withdraw your
consent, it will be deleted from the relevant database.

Newsletter Performance Measurement



For newsletter performance measurement, we process open and click
rates and create recipient profiles. We use the resulting data to improve
the newsletter and tailor it to your interests and reading habits.

The processing is carried out to safeguard our legitimate interests and
is therefore lawful (Art. 6(1)(f) GDPR). We need to be able to
understand whether our marketing measures are successful. Providing
your data is voluntary. You can disable performance measurement
separately at any time.

The resulting data is pseudonymised or anonymised and stored for an
unlimited period.

Pressemitteilungen

Wir haben einen Verteiler fiir Pressemitteilungen, bei dem Sie sich
unter Angabe Threr E-Mail-Adresse anmelden konnen. Sie erhalten
dann Informationen zu unseren Veroffentlichungen und relevanten
Veranstaltungen.

Die Nutzung Ihrer E-Mail-Adresse zum Versand unserer
Pressemitteilungen ist von Ihrer Einwilligung abhingig (Art. 6 Abs. 1 a)
DSGVO). Die Bereitstellung Ihrer Daten ist freiwillig und hat keine
Auswirkung auf ein etwa mit uns bestehendes Vertragsverhailtnis.

Thre E-Mail-Adresse wird fiir die Dauer des Vorliegens Ihrer
Einwilligung in unserer Datenbank gespeichert. Sobald Sie Thre
Einwilligung widerrufen, wird sie dort geloscht.

Online-Meetings

Wir fihren Online-Meetings durch, um standortunabhéangig
kommunizieren und Gespriche face to face fithren zu konnen, selbst
wenn ein Treffen vor Ort nicht moglich ist. So wird insbesondere das
Kennenlernen erleichtert, bei dem der visuelle Kontakt besonders



wichtig ist. Wahrend der Teilnahme werden diverse Metadaten,
Verbindungsdaten und Inhaltsdaten verarbeitet. Um an einem Online-
Meeting teilnehmen zu konnen, miissen Sie kein eigenes Nutzerkonto
anlegen. Es geniligt, wenn Sie sich iiber den von uns ibermittelten
Einladungs-Link dazu schalten.

Die Zulassigkeit der Datenverarbeitung richtet sich nach unserem
berechtigten Unternehmensinteresse (Art. 6 Abs. 1 f) DSGVO). Der
Einsatz von Software zur Durchfiihrung von Online-Meetings ist in
einer modernen Arbeitswelt unerlisslich. Die Meta- und
Verbindungsdaten werden automatisch verarbeitet. Welche
Inhaltsdaten verarbeitet werden, konnen Sie selbst bestimmen.

Die erstmalige Speicherung Ihrer Daten erfolgt zum Zeitpunkt des
Beitritts zu einem Online-Meeting. Eine Aufzeichnung findet
grundsatzlich nicht statt, aufier das wird zuvor ausdriicklich mitgeteilt.

Bewerbungsverfahren

Wenn Sie sich bei einem Unternehmen der ZEIT Verlagsgruppe
bewerben, werden Thre personenbezogenen Daten verarbeitet. Die
Personalabteilung benotigt zum Beispiel bestimmte Informationen, um
Ihre Eignung fiir eine ausgeschriebene Stelle zu priifen und sich mit
Thnen in Verbindung zu setzen.

Online-Bewerbungsportal

Wir nutzen die Bewerbermanagement-Software softgarden, um
eingehende Unterlagen bestmoglich zu bearbeiten. Es handelt sich um
eine Cloud-Losung, mit der wir Bewerbungsdaten zentral verwalten
und mit Bewerbern kommunizieren konnen. Die Software wird von
der softgarden e-Recruiting GmbH, Tauentzienstr. 14, 10789 Berlin
angeboten. Dieses Unternehmen ist fiir uns als sogenannter
Auftragsverarbeiter nach Art. 28 DSGVO titig, wenn es um den Betrieb



unseres Karriereportals und die Nutzung der verschiedenen
Softwarefunktionen geht.

Sie haben wiahrend des Bewerbungsprozesses die Moglichkeit, einen
Account bei softgarden anzulegen. Registrierte Nutzer konnen ihre
Bewerbungsunterlagen direkt im softgarden-Portal verwalten und so
jederzeit darauf zugreifen. Der Button, mit dem eine Verbindung zum
softgarden-Portal hergestellt werden kann, ist beim Onlineformular
eingefiigt. Wenn Sie einen Account bei www.softgarden.de anlegen, ist

der Softwareanbieter fiir die stattfindende Datenverarbeitungen
verantwortlich. Weitere Informationen dazu finden Sie in der
Datenschutzerklarung der softgarden e-Recruiting GmbH.

Flir eine Bewerbung ist es nicht notwendig, dass Sie iiber einen
Account auf www.softgarden.de verfiigen.

Bewerbungsprozess

Im Bewerbungsprozess stellen wir diverse Onlineformulare zur
Verfliigung, in die Sie Thre Daten eintragen konnen (z.B. Kontaktdaten,
Schulbildung, Berufsausbildung, Berufserfahrung, Sprachkenntnisse).
Auflerdem konnen Sie Dokumente hochladen und uns auf Ihre Profile
in sozialen Netzwerken verweisen.

Die Verarbeitung der angeforderten Daten ist zur Durchfithrung des
Bewerbungsverfahrens gesetzlich erlaubt (Art. 6 Abs. 1 b) DSGVO). Wir
bendtigen bestimmte Informationen, um Thre Geeignetheit fiir die von
uns ausgeschriebene Stelle beurteilen zu konnen. Das Ausfiillen der als
Pflichtfeld gekennzeichneten Onlineformulare ist fiir die Bewerbung
erforderlich. Alle anderen Angaben sind freiwillig.

Ihre Bewerbung wird von der Personalabteilung sowie den
Fachverantwortlichen des ausschreibenden Unternehmens gepriift. Die
Weitergabe erfolgt im Rahmen der gemeinsamen Verantwortlichkeit
und dient der Entscheidung tiber den Verlauf des
Bewerbungsprozesses.


http://www.softgarden.de/
https://softgarden.com/de/unternehmen/datenschutz-network/
http://www.softgarden.de/

Bei einer erfolgreichen Bewerbung werden die von Thnen
Ubermittelten Daten in eine Personalakte uiberfiihrt. Im Falle einer
Ablehnung werden Ihre Bewerbungsunterlagen fiir 6 Monate
gespeichert und dann geldscht.

CV-Parsing

Wir nutzen sogenanntes CV-Parsing, um Informationen aus
Bewerbungsunterlagen zu extrahieren und zu strukturieren. Diese auf
kiinstlicher Intelligenz basierende Technologie erkennt einzelne
Textbausteine in Lebensldufen und tibertrigt diese in die Datenfelder
unserer Bewerbermanagement-Software. Das erleichtert und
beschleunigt die Durchfithrung des Auswahlprozesses.

Die Zulassigkeit von CV-Parsing ergibt sich aus unserem berechtigten
Unternehmensinteresse (Art. 6 Abs. 1 f) DSGVO). Wir sind aus
wirtschaftlicher Sicht darauf angewiesen, den Bewerbungsprozess so
effizient wie moglich zu gestalten. Wir erhalten eine grof3e Anzahl an
Unterlagen und Daten in verschiedenen Formaten. Um diese priifen
und vergleichen zu konnen, miissen wir sie in ein zentrales System
sowie ein einheitliches Dateiformat iiberfiihren.

Beim CV-Parsing findet lediglich eine Zwischenspeicherung von Daten
statt. Nach der Ubernahme in unsere Bewerbermanagement-Software
werden die Daten geloscht.

Automatisierte Eignungsdiagnostik

Bei unseren Bewerbungsverfahren nutzen wir erganzend eine
Plattform zur automatisierten Eignungsdiagnostik. Die dort zu
absolvierenden Tests sind multidimensional angelegt und basieren auf
wissenschaftlich fundierten Theorien und Verfahren. Getestet werden
die berufliche Interessen, die Verhaltenskonformitit (unkonventionell
vs. gesellschaftskonform), die Personlichkeit nach dem Big-Five



Modell, das bevorzugte Arbeitsumfeld und der Culture-Fit, die
individuelle Risiko- und Verantwortungsbereitschaft, die selektive
Aufmerksamkeit, die Fahigkeit zum vernetzten Denken als Facette
verbaler Problemlosefahigkeiten, die Emotionswahrnehmung als eine
der 4 Dimensionen von Emotionaler Intelligenz, der
Aufmerksamkeitsfokus, die planungsorientierte Fahigkeit zur
Problemlosung, die Fahigkeit zur Problemlosung unter Zeitdrucks
sowie die Kapazitit des Kurzzeitgedachtnisses. Die Ergebnisse der
Bewerberinnen und Bewerber gleichen wir mit den von uns zuvor
definierten Anforderungen an eine Stelle ab.

Die Zulassigkeit der im Rahmen der automatisierten
Eignungsdiagnostik stattfindenden Datenverarbeitung ergibt sich aus
unserem berechtigten Interesse (Art. 6 Abs. 1 f) DSGVO). Die
Anforderungen unserer Stellen sind so unterschiedlich und zahlreich
wie unsere Bewerberinnen und Bewerber. Anhand von
Bewerbungsunterlagen und Gesprachen allein ist oft nicht erkennbar,
ob eine Person zu den Aufgaben und Herausforderungen einer Stelle
passt. Um eine moglichst passgenaue und langfristige Besetzung zu
gewaihrleisten, greifen wir daher auf wissenschaftlich fundierte
Methoden zuriick. Durch das Heranziehen objektiver Kriterien bei der
Auswabhl fordern wir aufierdem Chancengleichheit und Diversitit im
Recruiting. Die Teilnahme an der automatisierten Eignungsdiagnostik
ist keine Voraussetzung fiir die weitere Beriicksichtigung im
Bewerbungsverfahren.

Das Ergebnis wird fiir die Dauer des Auswahlprozesses gespeichert
und danach geloscht (unabhéangig davon, ob es zu einer Einstellung
kommt oder nicht).

Bei der genutzten Plattform handelt es sich um eine Cloud-Lésung der
Aivy GmbH, Fasanenstrafie 85, 10623 Berlin. Das Unternehmen ist fiir
uns als Auftragsverarbeiter nach Art. 28 DSGVO tétig, da es uns die
Durchfiihrung der automatisierten Eignungsdiagnostik ermoglicht und
die technischen Rahmenbedingungen bereitstellt. Die Ergebnisse der
von Thnen durchgefiihrten Tests konnen daher ausschliefdlich wir
einsehen. Wenn Sie zusiatzlich nach dem Test ein eigenes Nutzerkonto



erstellen, um Ihre Ergebnisse langfristig einsehen zu konnen, ist fiir die
Datenverarbeitung in diesem Zusammenhang allein die Aivy GmbH
verantwortlich. Weitere Informationen dazu finden Sie in der
Datenschutzerklirung der Aivy GmbH.

Einholung von Feedback

Sie konnen uns Feedback zu unserem Recruiting- und
Bewerbungsprozess geben und so zur Verbesserung unserer Ablaufe
beitragen. Wenn Sie tiber den per E-Mail zur Verfigung gestellten Link
an einer Umfrage teilnehmen, werden Kontaktdaten (Name, E-Mail),
Positionstitel, Standort der Position, Jobkategorie und
Bewerberkennung verarbeitet. Das Feedback selbst wird anonymisiert
und damit ohne Personenbezug in der Datenbank hinterlegt. Neben
einer Sterne-Bewertung zu einzelnen Fragen haben Sie die Moglichkeit,
Kommentare zu hinterlassen.

Die Teilnahme ist freiwillig und erfolgt nur mit Ihrer Einwilligung (Art.
6 Abs. 1 a) DSGVO). Die Abgabe eines Feedbacks ist fiir die Bewerbung
auf eine Stelle nicht erforderlich.

Die erhobenen Informationen konnen zusammen mit IThrem Feedback
auf unserer Bewertungsseite angezeigt oder zu externen Partnern wie
kununu ibermittelt werden. Im Internet veroffentlichte Inhalte sind
grundsatzlich fiir jedermann einsehbar.

Die Verarbeitung des anonymisierten Feedbacks ist zeitlich unbegrenzt.

Job-Newsletter per E-Mail

Um uber neue Stellenangebote informiert zu werden, konnen Sie
unseren E-Mail-Newsletter abonnieren. Durch Angaben zur
gewiinschten Tatigkeit sowie zum Standort konnen Sie die Inhalte
beeinflussen und personalisieren.
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Unseren Job-Newsletter erhalten Sie nur, wenn Sie eine Einwilligung
erteilt haben (Art. 6 Abs.1 a) DSGVO). Diese ist freiwillig und kann
jederzeit iber den Abmeldelink am Ende jedes Newsletters widerrufen
werden.

Solange Sie den Newsletter abonniert haben, wird Thre E-Mail-Adresse
gespeichert. Wenn Sie sich abmelden, wird sie geloscht.

Bewerbung liber den Referral-Manager

Uber den Referral-Manager hat man die Moglichkeit, offene Stellen in
sozialen Netzwerken oder per E-Mail an Bekannte und Freunde zu
teilen. So werden potenzielle Bewerberinnen und Bewerber
angesprochen und erhalten eine Stelle als Empfehlung von einer ihnen
bekannten Person.

Wenn Sie sich dafiir entscheiden, sich auf eine direkt oder indirekt
vorgeschlagene Stelle zu bewerben, werden Thre personenbezogenen
Angaben entsprechend eines reguliren Bewerbungsprozesses
verarbeitet. Ihre Daten werden den zustindigen Personen in der
Personalabteilung angezeigt und in unserer Bewerbermanagement-
Software verarbeitet.

Sie erhalten vor dem Absenden Threr Bewerbung die Moglichkeit, Thre
Bewerbung im Empfehlungsmanager anonym anzuzeigen. Die
empfehlende Person kann dadurch nur nachvollziehen, dass sich
jemand auf eine Empfehlung hin beworben hat. Wenn Sie die
Anonymisierungsfunktion nicht nutzen, konnen Name, Stelle und
Bewerbungsfoto von der empfehlenden Person im Referral-Manager
eingesehen werden.

Rechtsgrundlage fiir die Verarbeitung Threr Daten zu Zwecken der
Empfehlung und Bewerbung sind Art. 6 Abs. 1 a), f) DSGVO sowie Art.
6 Abs. 1 b) DSGVO. Die Daten werden analog zum reguliren
Bewerbungsverfahren verarbeitet. Die Datenverarbeitung geschieht



auf freiwilliger Basis, ist aber erforderlich fiir die Nutzung des Referral-
Managers.

Registrierung im Talentpool

Wenn Sie sich in unserem Talentpool registrieren, werden Ihre
Bewerbungsunterlagen automatisch bei passenden
Stellenausschreibungen beriicksichtigt und gepriift. So erhohen Sie
Thre Chance, eine Arbeitsstelle innerhalb der ZEIT Verlagsgruppe zu
finden.

Die Aufnahme in den Talentpool ist freiwillig und erfolgt nur nach
TIhrer Einwilligung (Art. 6 Abs. 1 a) DSGVO). Sie haben jederzeit die
Moglichkeit, diese Einwilligung zu widerrufen und Thre Unterlagen aus
dem Talentpool entfernen zu lassen.

Thre Daten werden bis zu Threm Widerruf im Talentpool gespeichert.
Sie erhalten jedoch regelméiflig eine Nachricht, in der wir die Aktualitat
Ihrer Einwilligung abfragen.

Active Sourcing

Wir nehmen iiber berufliche soziale Netzwerke wie Xing oder LinkedIn
aktiv Kontakt zu Personen auf, die aufgrund ihres beruflichen
Werdegangs und ihrer Qualifikation als potenzielle Mitarbeiter in Frage
kommen (Active Sourcing). Wir nutzen fiir die Entscheidung zur
Ansprache nur die in IThrem Profil 6ffentlich einsehbaren Daten. Die
erste Kontaktaufnahme erfolgt iiber die Kommunikationskanéle des
jeweiligen beruflichen sozialen Netzwerks (in der Regel eine
Direktnachricht). Danach ermuntern wir Sie bei Interesse, Unterlagen
Uiber unser Bewerbungsportal einzureichen. So iberfithren wir den
Kontakt mit Thnen in ein Bewerbungsverfahren.

Die Rechtsgrundlage fiir die Datenverarbeitung beim Active Sourcing
ist unser berechtigtes Interesse an der Einstellung von zu unserem



Unternehmen passenden Mitarbeitern (Art. 6 Abs. 1 f) DSGVO). Die
Verarbeitung beschrankt sich auf eine Speicherung und beilaufige
Einsichtnahme durch Mitarbeiter aus dem Personalbereich, sofern und
soweit sich dies nicht mit zumutbarem Aufwand vermeiden lisst.

Unsere Mitarbeiter 1oschen regelméiflig ihre Nachrichtenverlaufe in den
beruflichen sozialen Netzwerken.

Joint controllers

ZEIT publishing group

Due to the close cooperation within the ZEIT publishing group, mutual
data exchange as well as the shared use of systems and applications
are unavoidable. For this reason, some processing operations take
place under joint controllership. The agreement concluded
accordingly between the involved ZEIT companies pursuant to Article
26 GDPR regulates in particular who is responsible for complying with
the various obligations under the GDPR.

General infrastructure and communication

The companies of the ZEIT publishing group use a shared
infrastructure and communicate via centrally managed devices.
Zeitverlag Gerd Bucerius GmbH & Co. KG provides the essential
telecommunications services and applications and, together with the
other companies, is jointly responsible for the data processing that
takes place.

Jointly responsible companies: Zeitverlag Gerd Bucerius GmbH & Co.
KG, ZEIT DIGITAL GmbH, ZEIT Akademie GmbH, Studio ZX GmbH,



ZEIT Sprachen GmbH, academics GmbH, ZEIT Online GmbH, ZEIT
Weltkunst Verlag GmbH

Data Warehouse

To analyze, monitor, and optimize advertising measures, we process
personal data in a data warehouse that is separate from the production
systems. The information is pseudonymized there and used for specific
questions, for group profiling, and for creating engagement and
propensity scores.

The analysis and internal provision of the pseudonymized data is
carried out to safeguard our legitimate business interests (Article 6(1)
(f) GDPR). In order to make economically sound decisions and remain
competitive, we need to understand our customers’ requirements,
identify changes, and be able to respond to them.

The duration of pseudonymized storage in the data warehouse is based
on the retention periods in our other systems (e.g., newsletter
database, event database). When the data can be deleted there, it can
no longer be accessed via the data warehouse.

Jointly responsible companies: Zeitverlag Gerd Bucerius GmbH & Co.
KG, ZEIT Online GmbH, ZEIT Sprachen GmbH, academics GmbH,
Studio ZX GmbH, ZEIT Akademie GmbH

Bewerbungsverfahren

Die Zeitverlag Gerd Bucerius GmbH & Co. KG ist gemeinsam mit dem
Unternehmen fiir die Datenverarbeitung verantwortlich, bei dem Sie
sich auf eine Stelle bewerben.

Die gemeinsame Verantwortlichkeit wurde von den Unternehmen der
ZEIT Verlagsgruppe in einem speziellen Vertrag nach Art. 26 DSGVO
festgehalten. Dieser regelt insbesondere, welches Unternehmen fiir die



Einhaltung der verschiedenen DSGVO-Pflichten zustandig ist. Die
Erfillung der Informationspflicht aus Art. 13 DSGVO obliegt z.B. der
Zeitverlag Gerd Bucerius GmbH & Co. KG.

Gemeinsam verantwortliche Unternehmen: Zeitverlag Gerd Bucerius
GmbH & Co. KG, ZEIT DIGITAL GmbH, ZEIT Akademie GmbH, Studio
ZX GmbH, ZEIT Sprachen GmbH, academics GmbH, ZEIT ONLINE
GmbH, ZEIT Weltkunst Verlag GmbH

Other companies

The use of some services takes place jointly with the respective
provider, so that an agreement on joint controllership pursuant to
Article 26 GDPR must also be concluded here. As a rule, this is an
integral part of the terms of use and is provided by the provider in a
standardized form. In some cases, the joint controllership also
concerns the organization of events or joint projects.

Criteo SA

We use cookies and process data on your device in order to obtain
information for the delivery of advertising. Among other things, we
analyze which content you have viewed on our website and display
matching recommendations (on our site and on the sites of other
operators).

Data processing takes place only with your consent (Article 6(1)(a)
GDPR). Providing your data is voluntary and is not a requirement for
accessing the website.

The processing described is carried out under joint controllership with
the provider of the analytics service (Criteo SA, 32 Rue Blanche, 75009
Paris, France). We have concluded an agreement with the company
pursuant to Article 26 GDPR and defined who must fulfill which GDPR
obligations. Among other things, we are obliged to inform you about



the joint controllership with Criteo SA and to point out that
technologies such as cookies and pixels are used on our website. It is
also our responsibility to obtain valid consent.

You can reach the Data Protection Officer of Criteo SA at
dpo@criteo.com. The data protection supervisory authority
responsible for the company is the Commission Nationale de

I'Informatique et des Libertés (CNIL) in France.

Further information on data processing can be found in the Criteo SA
privacy notice.

Outbrain UK Ltd.

A pixel is integrated on our website, which is used, among other
things, to process cookie IDs, user IDs and IP addresses in truncated
form. The resulting usage data is used for advertising tracking and for
displaying personalised recommendations.

Data processing via the pixel only takes place with your consent (Art.
6(1)(a) GDPR). Providing your data is voluntary and is not a
requirement for accessing the website.

The processing described takes place under joint controllership with
the provider of the pixel (Outbrain UK Limited, 121 Kingsway, First
Floor, London WC2B6PA, United Kingdom). In an agreement pursuant
to Art. 26 GDPR, the provider and we have set out our respective
obligations regarding compliance with data protection requirements.
As the website operator, we are in particular obliged to ensure that a
legal basis for the processing exists, to use a consent management
platform to obtain consent, and not to use usage data to discriminate
against individuals. Outbrain UK Limited must, among other things,
provide transparent privacy information about the pixel, ensure that
an appropriate agreement is concluded with us, and comply with data
subject requests. Furthermore, there is a mutual obligation to
cooperate in data protection matters.
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You can contact Outbrain UK Limited directly via the email address
privacy@outbrain.com. You can reach Outbrain UK Limited’s Data
Protection Officer at ePrivacy GmbH, Burchardstrafle 14, 20095
Hamburg, and at privacy@eprivacy.eu. The data protection

supervisory authority responsible for Outbrain UK Limited is the
Information Commissioner’s Office.

Further information on the processing of data can be found in the
Outbrain UK Limited Privacy Policy.

Providers of social media platforms

We maintain profiles on various social media platforms in order to
present our services and to interact with users. The data processing
that takes place when you visit our profiles is partly carried out under
joint controllership with the platform operator. Further information on
this can be found in the section Social Media Profiles.

Recipients and Place of Processing

We process personal data in various systems and, depending on the
processing activity, transfer it to other companies, public authorities or
individuals. The location of the processing depends on our registered
office as well as the locations of our service providers.

Processors

We use various processors, such as software providers, data centre
operators, call centres and IT service providers. We have carefully
selected these companies and concluded a data processing agreement
pursuant to Art. 28 GDPR. If, in addition to the companies listed in the
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Privacy Center, other processors are involved in the processing of data,
they are listed below.

List of companies

= Webtrekk GmbH (SaaS-Anbieter Tracking-Tool)

= Convento GmbH (Datenbank und Newsletter-Tool)

= Microsoft Ireland Operations, Ltd. (SaaS-Anbieter)

= Optimizely GmbH (Newsletter-Tool)

» Girtner Datensysteme GmbH & Co. KG (Hosting)

= Aivy GmbH (SaaS-Anbieter automatisierte Eignungsdiagnostik)

» softgarden e-recruiting GmbH (SaaS-Anbieter
Bewerbungsmanagement-Tool)

= Enfants Terribles digital GmbH (Webentwicklung)

Third parties

Some activities involve the disclosure of personal data to third parties.
These may include providers of website tools, cooperation partners,
shipping service providers or suppliers. These companies
independently determine the purposes of further processing and must
ensure compliance with data protection law. If, in addition to the
companies already mentioned elsewhere, other third parties are
involved in the processing of data, they are listed below.

List of companies

» Versanddienstleister (bei postalischem Versand)
= Telekommunikationsanbieter (bei telefonischem Kontakt)

Place of processing



As a rule, data processing takes place in the European Union and/or the
European Economic Area. However, we also use applications and tools
where a transfer of data to third countries cannot be ruled out. In such
cases, we ensure that appropriate safeguards are in place to guarantee

an adequate level of data protection in these third countries. As a rule,

the Standard Contractual Clauses provided by the European

Commission have been agreed with the providers, or the provider is
certified under the Data Privacy Framework.

Rights of the data subject and Contact

Under the GDPR, data subjects generally have a number of rights. You
can exercise these at any time. However, we are not always obliged to
grant a right. For example, a request for erasure may be refused due to
statutory retention obligations. Where processing is carried out under
joint controllership, you may exercise your rights against any of the
companies involved.

Rights of the data subject

You have the right of access (Art. 15 GDPR), rectification (Art. 16
GDPR), erasure (Art. 17 GDPR), restriction of processing (Art. 18 GDPR)
and data portability (Art. 20 GDPR).

Right to object

We have checked whether we are allowed to process your personal
data. This applies in particular to all processing carried out for the
purposes of legitimate interests (Art. 6(1)(f) GDPR). If you believe
that a specific processing activity is not permissible, you can let us
know. If, in your individual case, we come to the conclusion that we
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are indeed not permitted to process your data, we will stop doing
so. If your objection relates to advertising messages, we will of
course implement it immediately.

Right to withdraw consent

Some processing activities are based on consent you have given. You
can withdraw this consent at any time with effect for the future.
However, this does not affect the lawfulness of the processing carried
out up to that point.

Contact details

Zur Geltendmachung von Datenschutzrechten sowie bei Fragen und
Beschwerden zum Datenschutz nutzen Sie bitte ausschliefilich die E-
Mail-Adresse datenschutz@zeit.de oder unsere Postanschrift.

Unseren externen Datenschutzbeauftragten erreichen Sie postalisch
bei der Herting Oberbeck Datenschutz GmbH, Hallerstr. 76, 20146
Hamburg oder unter der E-Mail-Adresse dsb@zeit.de. Sie haben
auflerdem das Recht, sich jederzeit bei einer

Datenschutzaufsichtsbehorde zu beschweren.

Social Media Profiles

Providers of social media platforms

We maintain profiles on social networks in order to publish our
content and to get in touch with users. Like you, we have created an
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account for this purpose and have agreed to the terms of use of the
respective social network.

Responsibility for data processing differs from network to network. It
may be separate controllership or joint controllership pursuant to Art.
26 GDPR and, in some cases, even processing on behalf pursuant to
Art. 28 GDPR. The assessment results from the terms of use and
integrated agreements of the platform providers, which we use (and
must use) as the basis for our information.

The data processing that takes place when you access the social
networks is specified by the providers. We can only provide
information about the activities that are within our sphere of influence
and that can be controlled by us.

Meta profiles

Joint controllership

We use our Meta profile to make information publicly available, place
advertisements and communicate with users. The data processing that
takes place when a profile is accessed is carried out under joint
controllership between us and the platform provider. For this reason,
we have concluded an agreement pursuant to Art. 26 GDPR, which in

particular governs the fulfilment of data subject rights.

The various Meta platforms are operated by Meta Platforms Ireland
Limited, Merrion Road, Dublin 4, DO4 X2KS5, Ireland. The provider is
responsible for the lawfulness of the data processing via the respective
social network. The company is represented by director Gareth Lambe.
Meta Platforms Ireland Limited has appointed a Data Protection

Officer, whom you can contact at any time.

You can exercise your data subject rights at any time against us or
Meta Platforms Ireland Limited. As a rule, however, these rights can
usually only be fulfilled by the latter, so we will forward such requests.
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Insights data

When you access our profile, Insights data is collected and analysed.
These are aggregated statistics created based on certain actions logged
by Meta Platforms Ireland Limited. This mainly concerns how you
interact with our profile and other content. We have no way to identify
you via the Insights data or to assign it to a profile. Insights data is also
collected from people who do not have an account. In that case,
however, the user is asked for consent when accessing the platform -
without it, no content can be viewed.

Meta Platforms Ireland Limited bases the lawfulness of processing
Insights data on legitimate interests in the form of optimising
advertisements (Art. 6(1)(f) GDPR). We use it ourselves to improve our
profile and to provide content that is read by many people. To improve
our reach, we need many views and a lot of traffic on our profile. The
more we tailor the content to the interests of our users, the more likely
we are to achieve this.

For us, the Insights data is part of the functions provided by the social
network. The processing is governed by the terms of use that all profile
owners must accept. When you created your own account, you
therefore contractually permitted the processing. If you do not accept
the terms of use, you cannot maintain a profile. In this respect,
providing the Insights data is necessary for use.

The Insights data collected via our profile is processed in anonymised
form. This means that the data is modified so that it can no longer, or
only with a disproportionately large amount of time, cost and labour,
be attributed to a specific or identifiable natural person.

Direct messages and likes

We use our account to get in touch with you and to interact with you.
This is possible via direct messages, the like function or comments. In
this context, the name stored in your profile is always displayed.



The lawfulness of this processing is based on legitimate interests (Art.
6(1)(f) GDPR). Communicating with you is important to us in order to
answer questions, address criticism and exchange information. This is
the only way we can improve our services. You can use the various
options for communication, but you do not have to. The content of our
profile can be viewed independently of this.

Comments are stored on our profile for an unlimited period of time
and can be viewed by other users until you delete the comment
yourself. The same applies to using the like function. Direct messages
are also stored, but are deleted at regular intervals.

Objection to the processing of Insights data

Since Insights data is also used for advertising purposes, there is
generally a right to object pursuant to Art. 21 GDPR. Meta Platforms
Ireland Limited provides various forms for exercising rights in its

privacy policy. There you can object to the processing of data. You can
also exercise this right against us, and we will then forward the
request to the provider.

Please note that, if you object to the processing of Insights data, use of
the platform may be limited or may no longer be possible at all.

Data disclosure and third-country transfers

Data processing takes place on servers of Meta Platforms Ireland
Limited. Direct messages are seen and answered by our employees. All
other actions are publicly visible.

Our profile on the social network can be accessed worldwide via the
internet, meaning that access from countries without an adequate
level of data protection is possible. Meta Platforms Ireland Limited has
taken various measures to ensure an adequate level of data protection.

LinkedIn profiles


https://www.facebook.com/privacy/explanation/
https://www.facebook.com/privacy/policy?annotations%5b0%5d=9.ex.2-MechanismsWeUseFor&subpage=9.subpage.3-HowDoWeSafeguard

LinkedIn account and communication with users

We maintain various LinkedIn accounts in order to network with
companies and individuals. There we present ourselves, share posts
and interact with other LinkedIn users. In doing so, we can see the
content published on your profile and use it to communicate with you.
For example, we share and comment on posts, tag LinkedIn users or
use the messaging function.

The data processing carried out directly by us is for the purposes of our
legitimate business interests (Art. 6(1)(f) GDPR). We rely on the widest
possible reach and therefore on professional networks such as
LinkedIn. Making contact is facilitated by ongoing interaction with
users and the information available in profiles. Communication with
us and interaction with our profile is voluntary:.

If you would like to learn more about data processing when using
LinkedIn, please read the provider’s LinkedIn Privacy Policy (LinkedIn

Ireland Unlimited Company, Wilton Place, Dublin 2, Ireland).
Page Insights

When you visit our LinkedIn profile, follow the page or engage with it,
LinkedIn Ireland Unlimited Company processes personal data in order
to provide us with statistics and insights in anonymised form. This
gives us insights into the types of actions people take on our page (so-
called Page Insights). For this purpose, the social network processes in
particular data that you have made available in your profile (e.g. job
function, country, industry, seniority, company size and employment
status). In addition, information is processed about how you interact
with our LinkedIn company page. The processing serves our legitimate
interest in analysing the types of actions taken on our LinkedIn
company page and improving our company page based on these
insights (Art. 6(1)(f) GDPR).

With Page Insights, LinkedIn Ireland Unlimited Company does not
provide us with any of your personal data. We only have access to
aggregated and anonymised Page Insights. Nor is it possible for us to
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draw conclusions about individual members via Page Insights. The
processing described is carried out by LinkedIn Ireland Unlimited
Company and us as joint controllers. For this reason, there is a joint
controllership agreement pursuant to Art. 26 GDPR with the provider,

which stipulates the following:

LinkedIn Ireland Unlimited Company is responsible for enabling you to
exercise your rights under the GDPR. You can contact the company

online or reach it via the contact details provided in the privacy policy.

You can contact the Data Protection Officer via an online form. You can
also contact us regarding the exercise of your rights in connection with
the processing of personal data as part of Page Insights. In such a case,

we will forward your request to the social network.

LinkedIn Ireland Unlimited Company and we have agreed that the
Irish Data Protection Commission is the lead supervisory authority for
monitoring the processing of data via Page Insights. You always have
the right to lodge a complaint with the Irish Data Protection
Commission (see www.dataprotection.ie) or with any other
supervisory authority.

Recipients of data

We use LinkedIn only as a platform and comply with the provider’s
terms of use. We ourselves have no influence on which data is
processed when our profile is accessed or who can see your profile. In
this respect, like you, we are only a user.

However, we have employees who take care of our LinkedIn profiles.
Incoming messages are viewed and processed by them. Depending on
how you interact with our content, your profile and your publications
may be seen by other users. When using LinkedIn, data is transferred
to third countries outside the European Union and the European
Economic Area. According to the provider, this is legitimised by

Standard Contractual Clauses.

Storage period
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If you leave a comment, it will be stored on our profile for an unlimited
period of time (until you delete it). The same applies to using the like
function. Direct messages to us are also stored, but are deleted at
regular intervals.



