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When you visit a website, register for a service, handle
contracts, or interact with us in other ways, personal
data is processed. This happens both automatically
(e.g. your IP address) and when you actively provide
data (e.g. when you place an order). The General Data
Protection Regulation (GDPR) requires us to inform you
about this processing. For example, you should know
what purposes we pursue, how long your information
is stored, which legal basis the processing is based on,
and which recipients of data there may be. This is what
this privacy policy is about.

Verantwortlich fiir die Datenverarbeitung ist
grundsitzlich die ZEIT Online GmbH, Buceriusstrafle,
Eingang Speersort 1, 20095 Hamburg. Weitere
Angaben zum Unternehmen sowie



Kontaktmoglichkeiten finden Sie am Ende der
Datenschutzerklarung.

Companies of the ZEIT publishing group

The ZEIT publishing group includes the following companies:
Zeitverlag Gerd Bucerius GmbH & Co. KG, ZEIT Online GmbH, ZEIT
Digital GmbH, ZEIT Sprachen GmbH, ZEIT Akademie GmbH, Studio ZX
GmbH, ZEIT Weltkunst Verlag GmbH, academics GmbH, Good Jobs
GmbH, and e-fellows.net GmbH & Co. KG.

For example, we offer journalistic content, travel, products, seminars,
events, and special offers for subscribers.

Use of the website

Websites have different functions and ways to interact. Sometimes you
can view content or use an online form to contact us. On other pages,
you can register. Depending on the website, the scope of data
processing varies.

Logfiles

When you visit a website, technical usage data (so-called log data) is
processed temporarily. This data is transmitted by your browser and
includes, among other things, your computer’s IP address, the client
request (file name and URL), the HTTP response code, and the website
from which you came to our website.



The data processing described is permitted to protect legitimate
interests (Art. 6(1)(f) GDPR). We depend on achieving the greatest
possible reach for our companies and content. Operating a website is
essential for this. The processing happens automatically and cannot be
prevented. It is technically necessary in order to access a website.

The log data is deleted or anonymized as soon as it is no longer needed.

Requests via the Website

Wir bieten unterschiedliche Moglichkeiten zur Kontaktaufnahme an
(z.B. Online-Kontaktformular, E-Mail-Adresse). Die von Ihnen
Ubermittelten Daten verarbeiten wir zur Beantwortung Ihrer Anfrage.

Die Datenverarbeitung im (vor)vertraglichen Kontext ist gesetzlich
erlaubt (Art. 6 Abs. 1 b) DSGVO). Die Bereitstellung Ihrer
personenbezogenen Daten ist dabei erforderlich, um mit uns zu
kommunizieren.

Nach Abschluss der Kommunikation speichern wir Thre Daten fiir die
Dauer von 6 Monaten. Falls Sie sich bei uns registrieren oder es zu
einer anderen Art des weiteren Kontakts kommt, werden Ihre Daten
weiterhin gespeichert und erst nach Ablauf der geltenden gesetzlichen
Aufbewahrungspflichten geloscht.

Joint controllers

ZEIT publishing group

Due to the close cooperation within the ZEIT publishing group, mutual
data exchange as well as the shared use of systems and applications
are unavoidable. For this reason, some processing operations take



place under joint controllership. The agreement concluded
accordingly between the involved ZEIT companies pursuant to Article
26 GDPR regulates in particular who is responsible for complying with
the various obligations under the GDPR.

General infrastructure and communication

The companies of the ZEIT publishing group use a shared
infrastructure and communicate via centrally managed devices.
Zeitverlag Gerd Bucerius GmbH & Co. KG provides the essential
telecommunications services and applications and, together with the
other companies, is jointly responsible for the data processing that
takes place.

Jointly responsible companies: Zeitverlag Gerd Bucerius GmbH & Co.
KG, ZEIT DIGITAL GmbH, ZEIT Akademie GmbH, Studio ZX GmbH,
ZEIT Sprachen GmbH, academics GmbH, ZEIT Online GmbH, ZEIT
Weltkunst Verlag GmbH

Recipients and Place of Processing

We process personal data in various systems and, depending on the
processing activity, transfer it to other companies, public authorities or
individuals. The location of the processing depends on our registered
office as well as the locations of our service providers.

Processors

We use various processors, such as software providers, data centre
operators, call centres and IT service providers. We have carefully
selected these companies and concluded a data processing agreement
pursuant to Art. 28 GDPR. If, in addition to the companies listed in the



Privacy Center, other processors are involved in the processing of data,
they are listed below.

List of companies

= Amazon Web Services EMEA SARL (Hosting)

Third parties

Some activities involve the disclosure of personal data to third parties.
These may include providers of website tools, cooperation partners,
shipping service providers or suppliers. These companies
independently determine the purposes of further processing and must
ensure compliance with data protection law. If, in addition to the
companies already mentioned elsewhere, other third parties are
involved in the processing of data, they are listed below.

List of companies

» Telekommunikationsanbieter (bei telefonischem Kontakt)
= Versanddienstleister (bei postalischem Versand)

Place of processing

As a rule, data processing takes place in the European Union and/or the
European Economic Area. However, we also use applications and tools
where a transfer of data to third countries cannot be ruled out. In such
cases, we ensure that appropriate safeguards are in place to guarantee
an adequate level of data protection in these third countries. As a rule,
the Standard Contractual Clauses provided by the European

Commission have been agreed with the providers, or the provider is
certified under the Data Privacy Framework.



https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32021D0914&from=EN
https://www.dataprivacyframework.gov/

Rights of the data subject and Contact

Under the GDPR, data subjects generally have a number of rights. You
can exercise these at any time. However, we are not always obliged to
grant a right. For example, a request for erasure may be refused due to
statutory retention obligations. Where processing is carried out under
joint controllership, you may exercise your rights against any of the
companies involved.

Rights of the data subject

You have the right of access (Art. 15 GDPR), rectification (Art. 16
GDPR), erasure (Art. 17 GDPR), restriction of processing (Art. 18 GDPR)
and data portability (Art. 20 GDPR).

Right to object

We have checked whether we are allowed to process your personal
data. This applies in particular to all processing carried out for the
purposes of legitimate interests (Art. 6(1)(f) GDPR). If you believe
that a specific processing activity is not permissible, you can let us
know. If, in your individual case, we come to the conclusion that we
are indeed not permitted to process your data, we will stop doing
so. If your objection relates to advertising messages, we will of
course implement it immediately.

Right to withdraw consent

Some processing activities are based on consent you have given. You
can withdraw this consent at any time with effect for the future.



However, this does not affect the lawfulness of the processing carried
out up to that point.

Zur Geltendmachung von Datenschutzrechten sowie bei Fragen und
Beschwerden zum Datenschutz nutzen Sie bitte ausschlief3lich die E-
Mail-Adresse mycompanytalks@zeit.de oder unsere Postanschrift.

Unseren externen Datenschutzbeauftragten erreichen Sie postalisch
bei der Herting Oberbeck Datenschutz GmbH, Hallerstr. 76, 20146
Hamburg oder unter der E-Mail-Adresse dsb@zeit.de. Sie haben
auflerdem das Recht, sich jederzeit bei einer

Datenschutzaufsichtsbehorde zu beschweren.
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